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Question a.1 - Problem Statement (Maximum 15 Points) 
In narrative form, thoroughly describe vulnerabilities which necessitate funding for the 
proposed project(s). Explain how the funding would be utilized to minimize these risks. 

In considering vulnerabilities, the Applicant should discuss the organization’s susceptibility to 
destruction, incapacitation, or exploitation resulting from an act of violence and/or 
vandalism. 

.
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Question a. 2 - Problem Statement (Maximum 15 Points) 
In narrative form, thoroughly describe potential consequences which necessitate funding 
for the proposed project(s). Explain how the funding would be utilized to minimize these 
risks. 

In considering potential consequences, the Applicant should discuss potential negative 
effects on the organization’s assets, systems, and/or network if damaged, destroyed, or 
disrupted by an act of violence and/or vandalism. 
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Question a. 3 - Problem Statement (Maximum 15 Points) 
 In narrative form, describe the underserved areas served, such as, rural areas, or other  
areas where there is a lack of access to abortion and reproductive health care. For areas 
with a lack of access, provide the distance to the nearest abortion facility. 
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Question a. 4 - Problem Statement (Maximum 15 Points) 
In narrative form, describe the vulnerable populations served such as persons who are low 
income (defined as household income at or below 400% of the Federal Poverty 
Level), Limited-English Proficient (LEP), immigrants, LGBTQ+, and/or who have 
disabilities) as a percentage of your total patient population. 
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Question b.1 – Plan (Maximum 15 Points) 
In narrative form, describe the key activities, enhancements and milestone events,
including start and end dates, that lead to the accomplishment of the proposed project(s).
Start dates should reflect the start of the associated key activities, and end dates should
reflect when the milestone event will be completed. 
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Question b.2 – Plan (Maximum 15 Points) 

In narrative form, explain how the organization will be safer at the end of the grant period 
of performance. 
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Question c.1 - Budget Narrative (Maximum 20 Points) 
In narrative form, describe the proposed physical and digital infrastructure security activities 
or enhancements, including the total State funds requested for each activity or 
enhancement, and how the activities or enhancements address the identified threat or 
vulnerability.  
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